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Introduction: Collision of information signals is acommon problem in the measurement of physical magnitudes, such as temperature,
pressure, stress, etc., with acoustic-electronic sensors. This problem is caused by overlapping response signals in the time domain,
which makes it difficult to interpret correctly the device identification codes or the sensor data received. Purpose: Analysis of anti-
collision algorithms for radio-frequency tag code detection and identification by response information signals from acoustic-electronic
devices which use the methods of time, frequency and frequency-time division of the response radio signals. Methods: Probabilistic
methods for calculating the parameters of digital detectors of radio pulse bursts with given false alarm values and gaussian white
noise background; individual code group identification methods when studying the attenuation of acoustic-electric signal during their
propagation in the tag substrate, taking into account the dependence of the attenuation on the tag topology. Results: We have derived
analytical expressions to calculate the probability of the correct identification of each tag, taking into account the dependence on tag
topology, attenuation characteristics, the anti-collision signal processing methods and the signal-to-noise ratios. Curves which allow you
to compare the advantages and disadvantages of the considered anti-collision signal processing methods are calculated and shown
in the article. The analysis of the graphic charts demonstrating the correct identification probability has shown that identification tags
with frequency-time coding have better ratios as compared to frequency or time methods of collision prevention. Practical relevance:
The obtained result allows you to effectively evaluate the condition of technical objects, improving the predictability and prevention of
possible environmental and man-made disasters.
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Introduction

In meeting the challenges of environmental
monitoring and assessing the state of technolo-
gy-induced objects, acoustoelectronic tags which
are polled by onboard aircraft transceivers can
be used as sensors for measuring physical quanti-
ties — temperature, humidity, pressure, stress and
strain of materials, etc. [1].

It allows for the automation of data gathering
and processing of information regarding objects
placed in large areas. Using airborne synthetic-ap-
erture radar system [2-9], or multistatic radar
systems [10—13] provides us with the possibility of
tag location with sufficient precision. It also makes
possible the binding of their coordinates to a map or
other specific map points of the objects.

It should be noted that to increase the informa-
tion content and reliability of the evaluation of the
physical state of monitoring objects, it is necessary
to increase the number of tags in the interrogated

area that is being examined. Therefore, response
tag signals could overlap, causing an RFID (Radio
Frequency Identification) tag code collision, which
reduces reliable data collection and processing abil-
ity.

We devote attention to a consideration of the
question of tag’s radio signals anti-collision pro-
cessing. In this context, the paper focuses on the
signal’s energy ratio while the unique identification
code determination in the collision case for three
main encoding approaches: time position encoding,
frequency and time-frequency encoding [14-16].
Such a review has been implemented for common
RFID tag design, interrogation signal with the
same energy characteristics as the signals and the
same receiving conditions. It makes possible com-
paring different anti-collision methods with each
other and outlining their advantages and disad-
vantages. Such methodology of the study could be
adapted to the specific tag topology, specific inter-
rogation signal and specific undesirable factors.

48 7 VH®OOPMAUVIOHHO-YNPABASIOLLVIE CUCTEMBI

7  Ne1, 2019



\ KOANPOBAHVE N NEPEAAYA UHDOPMAUA ~ \

A simple design of the typical surface
acoustic wave device

A typical surface acoustic wave (SAW) RFID
tag design is shown in Fig. 1 [17-19]. For this case,
we are limiting it to the image of only that part of
the device that forms an individual RFID tag code.
This shown design contains the reflectors placed
on the piezoelectric substrate in the notional time
slots, which are separated by guard intervals.

Each slot has one reflector — the location of the
reflector on the left side of the slot corresponds to
“1”, and on the right side to “0”. In the figure, the
location of the reflectors corresponds to the identi-
fication code “1111”.

The interrogation signal coming from the reader
to the tags’ reflectors is transduced to an acoustic
wave that is propagated along the substrate.

The acoustic wave time delay corresponds to the
distance A, each of which is the same here. This fact
is not really important for the issues considered in
this paper. The acoustic waves propagate across the
surface and impinge upon the reflector gratings.
These reflectors produce delayed reflections of the
pulse that are used to interrogate the tag. Part of
the wave passes to the following structures, and
part is reflected in the opposite direction. Here,
we are implying that the reflection occurs in such
a way that a part of the wave reflected from each
reflector propagates to its interdigital transducer

Protection
intervals

Slot 1 Slot 2 Slot 3 Slot 4

B Fig. 1. An example of a notional SAW tag design

(IDT) emitter through its own acoustic channel,
which is achieved with the use of a multistrip cou-
pler, conventionally shown in Fig. 2 [20—29].

The unique identification code of the tag is cod-
ed in its delayed response, i. e., the reflector place-
ment.

Receiving an electromagnetic signal emitted by
the tag, the reader processes the tag code getting
the information about the measured physical quan-
tity. In this paper, we confine ourselves to anti-col-
lision researching, which in effect means that we
are interested in the possibility of determining only
the tag codes. Therefore, we consider the problem of
determining unique tag codes in the case of using
anti-collision algorithm processing of the received
signal.

Currently, two approaches to the signals’ sep-
aration are most widely used — time division and
frequency division [16—18]. In practice, time di-
vision [17, 18] is frequently used. The authors did
not find comparative anti-collision algorithm char-
acteristics for the time and frequency encoding of
tag signals in the literature. For narrowing the re-
search area, further consideration refers to passive
SAW RFID tags.

Time division. Two cases are possible here.
First, when only one tag is interrogated, and this
does not cause a collision. Second, when several
tags are interrogated, and their signals are overlap-
ping, which is the collision case [16]. In this case,
the anti-collision algorithm for processing response
signals is as follows: the interrogation signal and
the topology of the tags provide for the possibility
of blocking the response signal for all interrogat-
ed tags [14]. One tag “responds” to the request, and
the rest are blocked. When you re poll a group of
tags — “answer” another tag — the first and the
rest are blocked. This algorithm repeats until all
tags are interrogated. Thus, due to the specific
interrogation signal and the specific tag topology
design, a temporary orthogonalization of the re-
sponse signals occurs. If there are N tags in the
polling zone (for example, tags used to assess the
state of a man-made object), the number of response
signals from each tag decreases N times. This an-

B Fig. 2. Example of a multistrip coupler
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ti-collision signal processing algorithm solves the
problem of collisions but reduces the energy of re-
sponse information signals. This applies to reduce
the signal energy used to measure physical quan-
tities (temperature, pressure, strain and stress of
materials, etc.).

Frequency division. In this case, each tag is
tuned to its own specific frequency [16, 29]. The in-
terrogation signal contains interrogation pulses at
all frequencies of all tags that fall within the field
of view of a transceiver. Tag signals are orthogonal
in frequency and can be received simultaneously,
ideally, without “interfering” with each other. The
collision problem in this case is also solved, but at
the expense of the energy of the response signal be-
cause if there are N tags in the polling zone, each
receives energy N times less. Thus, here, just as
with anti-collision algorithm based on time encod-
ing, the problem of overcoming collisions is solved
at the expense of the energy of signals [20—23]. In
contrast to the previous case, the number of re-
sponse signals from each label is (ideally) the num-
ber of interrogation signals, but the energy of each
response signal is N times less.

Time-frequency division. This way of overcom-
ing collisions is described in detail in [16]. Because
of the complication of the topology of the label and
the rather substantial complication of processing
the response radio signals of the tags in the trans-
ceiver polling device, the authors managed to avoid
the energy losses inherent in the above-described
anti-collision processing methods. This statement
applies only to passive tags and for the “ideal”
implementation of such a topology. According to
the authors, the presence of multistrip couplers (a
passive six-terminal network) allows you to create
various versions of such structures and implement
the proposed anti-collision algorithm in practice. In
this algorithm, the number of response signals is
equal to the number of interrogations and, unlike
the frequency method, the energy of the response
signal is the same as with the time method [18].

False alarm probabilities while the tag code
identification by a transceiver

As was mentioned previously we confine our-
selves to identifying correctly the tag code for the
three considered anti-collision algorithms. Because
of this, we consider only that part of the receiv-
ing-transmitting device that is intended to deter-
mine the identification codes of the tags. To com-
pare correctly the characteristics of anti-collision
algorithms, these parts of the receiving-transmit-
ting devices should be the same for all three algo-
rithms being analyzed. The problem statement con-
siders identifying the tag codes with simultaneous
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determination of their coordinates to “link” the
sensors with identification code (ID) or tags to the
map points or certain points of man-made objects,
as well as the fact that the reader quickly moves
relative to the sensor tags while monitoring. In this
way, it is reasonable to set the identification task
as the task of detecting packets of response radio
pulses that determine the tag’s identification code
because it is very difficult to implement optimal
identification algorithms in such dynamic condi-
tions. As for the Neyman — Pearson quasi-opti-
mal digital detection algorithms of the type “k of
n” [2—4], they have certain robust properties, and
their “loss” in relation to the optimal ones, with the
requirements for the algorithms presented in this
research, does not exceed 1-1.5 dB[30]. In addition,
these detection algorithms allow a simple way for
the determination of the sensors’ or tags’ coordi-
nates with sufficiently high accuracy [10]. These al-
gorithms are used in this work to solve the problem
of identifying the tag code.

The “k of n” detector composes of an envelope de-
tector with output as the envelope of the a signal at
the output of the receiving device in the correspond-
ing time interval; an analog comparator with an
analog threshold U, which converts the input signal
into a sequence of single “1” and zero “0” signals; a
digital adder which accumulates the n of “1” bits; a
digital comparator with digital threshold %; an out-
put device, which gives “1”, in the case when total ad-
der’s bits quantity, exceeds of the threshold £.

For each tag time slot which is shown in the Fig. 1,
the two detectors are required while m-digit code
identification. For the whole tag’s slots a 2m detec-
tors are required. In this paper for the proposed tag
design we are considering 8 detectors.

The probabilities of the appearance of single
“1” bits at the output of analogue comparators with
only the noise P, and the presence of an additive
mixture of the information signal and the noise P,
are determined by the expressions:

U? U2
2 «@ U o2 _2 2
By= [ 1, @dU= [ =re *ndU=e *n; (1)
U, U, %n

P = OJ? fs+n(U)dU =

Up
U? U2
@ To 2, 2 To 2, 2
_ J' 2U 2e 2(6n+08)dU:e Z(GH+GS)’ (2)
U, On 0
where f,(U) and f, ,(U) — the corresponding

probability density envelope of the signals at the
detector output; ¢, and o, — of the noise power and
signal. Formulas (1) and (2) are true for arbitrary
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distributions of noise envelopes f,(U) and signal
convolutions with noise f,  (U). But the final
expressions of these formulas correspond to the
normal distributed noise and rapid-fluctuating
signal model [30].

When using such detectors to identify the tag
code, it is necessary to clarify some concepts that
we will use below, namely the concepts of false
alarm detector, false alarm for each slot and false
alarm for each tag. The first concept is commonly
used [2—4], but the last two require clarification.

False alarm detector. False alarm detector Py,
is defined as the probability of detecting a signal in
its absence. For the detector “k of n” P, is calculat-
ed by the well-known expression:

n
P,= > CLRla-B)"", ®)
I=k+1

n!
N(n-1)r

pulses; £ — digital comparator threshold [4, 30, 31].

False alarm for each slot. False alarm on slot
concept here means as P, — probability of appear-
ance “1” or “0” in the corresponding digit of the
identification tag code in the absence of the real
information signal at the inputs of the detectors
of this slot. This event occurs only when one of the
detectors generates a detection digit “1”, and the
second detector — a digit “0”. The combination of
“1” and “0” digits for one slot corresponds to the de-
cision — this digit of the identification tag is equal
“1”, and the combination of “0-1” — the digit of the
identification tag is equal to “0”. Events “1-1” — de-
tection of a signal by both detectors and “0-0” —
non-detection of a signal by both detectors are ig-
nored since in these cases the tag code is undefined.

Since all events “1-0”, “0-17, “1-1”, “0-0” are in-
dependent, P, . is equal to the sum of the probabili-
ties of events “1-0” and “0-1":

where C. = n — packet size of received

P, s=P,(1-F,)+(1-F,)B, =2B,(1-F,). @)

Expression (4) is written for the most common
case of determining the tag code in the binary sys-
tem, as shown in Fig. 1.

False alarm for each tag. False alarm for each
tag P, , — the probability of determining the tag
code in the absence of information signals at the in-
put of the receiving and transmitting device. This
event occurs only when the presence of an informa-
tion signal detected in each slot:

m
Pray =Pl s = (2B 0= R)) 5)

where m — the number of binary digits of the tag
code, in the example in Fig. 1, m =4. Expression (5)

is valid for writing the tag code in the binary sys-
tem.

In order to allow a proper comparison the char-
acteristics of time, frequency, and time-frequency
anti-collision signal processing algorithms, it is
necessary to make the false alarm of each tag Py,
the same in all algorithms. At the same time, the re-
quirements for the detectors parameters of the type
“k of n” — a false alarm for each detector P, the
threshold of the analog comparator U,,, the proba-
bilities P,, the threshold of the digital comparator
k are different.

Let us determine the above parameters of the de-
tectors “k of n” for the three considered algorithms
of anti-collision processing.

Suppose that M of tags placed in the notional ar-
ea are interrogated by moving transceiver. During
the time it takes to cross this area, the transceiver
transmits n interrogation signals. In this case, for a
time type anti-collision algorithm, each tag is polled
n time = E(n/M) times, where E() — floor function,
and for frequency and time-frequency algorithms,
tags are polled n times. In order to allow a proper
comparison, it is necessary that n be divided by M
without a remainder, which can always be achieved
by an appropriate choice of M. From expression (5)
it follows that with equal Py, , for these algorithms
P,,.. s will be the equal too. Therefore, P, will be
equal for all types of the algorithms.

The “k of n” detection dataset packet for the fre-
quency and time-frequency algorithms is defined
as n=ntime M, for the time algorithm — n time.
Therefore as it follows from expression (1) and (3),
it is possible to achieve the equality of Py, for detec-
tors only by changing the U, and £ — thresholds of
the analog and digital comparators. The radar hand-
book by Skolnik [31] recommends choosing a digital
threshold defined as k=E(+/1.5n+0.5). Following
this recommendation, in our case, it is necessary for
a given P, of (3) to determine P,, and then, from ex-
pression (1), find the threshold U, equal to:

Uy =6,+/-2-InP,. (6)

After all calculations we get following results.

False alarms for each tag are the same for
all three algorithms Py, =P, ; yime=Pry ¢ freg=
=Py ¢ time-freq hereinafter an additional subscript
is introduced, mnemonically associated with
the name of the algorithm. False alarms on the
slot are also the same P, . =P, o e =Pry s freq =
=Py 5 timefreq- AN, finally, false alarms on the
detector are also the same Pty =Pt 4=Pty 4 time =
= Pfa d freq = Pfa d time-freq®

The parameters of the detectors for the time
algorithm are determined by the expressions:
n=ntime, k=ktime= E(\/ﬁn time+0.5), P, =

n
=P, ,;m. by numerical solution of the equation:
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Pfa :Pfatime =

n time

= 2

I=k time+1

l l ime—l
Cn timePn time (1 _Pn time )n time ’ (7)

Uy=Uy time — the threshold of the analog com-
parator with an arbitrary distribution of inter-
ference is determined from the expression (1), for
our case Ugtime =0n+—2-10P, time-

Detector parameters for the frequency and
time-frequency algorithm are determined by the
expressions

n=n freq=n time-freq = n time M,

k=Fk freq=Fk time-freq = E(\/1.5n freq +0.5) =
= E(J1.5n time-freq +0.5),

Pn = Pn freq = Pn time-freq

by numerical solution of the equation:

n freq

Prafreg= 2.
I=Fk freq+1

l l n freq-l _
Cn frean freq (1-F, freq) =
n time—freq
= Pfa time-freq = Cn time-freq X
I=k time-freq+1

! time-freq-1
><Pn time-freq (1_Pn time-freq)n ime-freq ) (8)

Uy=Uy ime — the threshold of the analog comparator
with an arbitrary distribution of interference, as
well as for the time algorithm, is determined from
the expression (1) for our case

UOfreq :Gn\[_z'lnpn freq =

= UO time-freq = %n \/_2 ‘In Pn time-freq *

Probabilities of correct tag code
identification by transceiver

Similar to the previous section, we introduce con-
cepts that will be used in the further considering.

Detection probabilities. Detection probability
P, it is a commonly used concept, defined as prob-
ability that the search object will be detected under
given conditions if it is in the area searched. For
considered detectors “k of n” P, calculated by the
expression:

n
Py = > cLPla-py"?, 9)
I=k+1
!
where, as well as in expression (3) C,l, =L,
N(n-1)!

n — the size of the packet, the received pulses; & is
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the threshold of the digital comparator [30, 31], and
P, is defined by formula (2).

When substituting into the expression (2) the
threshold U,,, defined by the expression (1), we get:

1 1
‘InP, 2 1202
B, =exp| Zon |- pH(O/on) _plt - 10)
oy + 0%
where p?=(c,/c,)? — signal-to-noise power ratio.

While calculating for each anti-collision algorithm,
it noteworthy feature is using specific parameters
k, n, and U, and also parameters with appropriate
subscripts.

Probability of correct code bit identification.
The correct identification of the i-th slot when us-
ing “k of n” detectors type occurs when the follow-
ing conditions fulfilled: the detection of a signal at
time corresponding the place in slot in which the re-
flector is present and the non-detection of a signal
at time moment which is corresponding the place
in the other slot part. This probability, denoted as
P ., is calculated by the expression:

cis

Pcis:Pd(l_Pfa)’ (11)

here it is necessary to use P, and P, which are
correspond with the respective algorithm with its
subscripts. Unlike the definition of P, ., only one of
the four possible events determines the probability
of correct identification: if there is a “1” signal in
the slot, the event “1-0” should be correctly defined,
and the events “1-1” and “0-0” lead to ignoring the
tag code, however, the event “0-1” could be defined
as a false definition of the tag code, since it does not
ignore the identification of the code, but we do not
use this concept further.

Similarly, if there is a “0” signal in this slot, the
“0-1” event must be correctly detected. In the exam-
ple shown in Fig. 1, signal “1” corresponds to the
presence of a reflector in the right half of the slot,
and signal “0” in the left half.

Probability of correct tag identification. The
tag code is determined correctly if in all m slots de-
fining the binary m bit tag code, the correct identi-
fication of digits occurs. The probability of correct
tag identification P, , is determined by following
expression:

m m
Pcitznpcisz(l_Pfa)mHPdi’ (12)
i=1 i=1

where P,; . — correct identification probability of a
binary digit of i-th tag ID; P;, — probability of correct
detection of an information pulse from the i-th digit
of the tag code. Here it is necessary to substitute
into the probability expression corresponding to the
three anti-collision processing algorithms. From
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expressions (9), (10) and (12) it follows that with an
unlimited (hypothetical) increase in the power of the
interrogation signal, which leads to an unlimited
increase in the signal-to-noise ratio, the limit value
will be P,;,=(1 = P;))™ < 1. This means that with a
given n tag code cannot be identified correctly with
probability one, physically this situation corresponds
to the rapid movement of the interrogator relative to
the tag (or tag relative to the interrogator). However,
the consideration of this issue is beyond the scope of
this work.

Relative proportions of energy tag signals
for time, frequency and time-frequency
anti-collision algorithms

A calculation of probability correct tag ID codes
identification demands taking into account SAW
propagation attenuation, reflection k, and trans-
mission coefficients k,,.= 1 — k,. for reflectors.

The SAW propagation attenuation is described
as an exponential function described as: exp(—al),
where oo — attenuation coefficient; L — SAW wave
path to reflector and back. The signal power P,
which depends on the distance to i-th tag’s reflector
and back is equal:

i-1
B =Rye Mk [Tk s (13)
j=1

where P, — input signal power. Here we are not
considering the reflection and transmission losses
what could be expected in the real tags. We take
into account the propagation losses only which
are approximately constant on the way, with some
attenuation coefficient a. The signal-to-noise ratio
p2, shown in (10), it is proportional to P;.
Anti-collision time and frequency algorithms
allow the optimization of the reflection and trans-
mission coefficients, objective to pulse-amplitude
equalization reflected from tag slots, which leads to
increasing the probability of correct identification
of tag code. For time-frequency algorithm, such
alignment and optimization are impossible [32].
For a time anti-collision algorithm, with opti-
mized reflection coefficients, the power P,; ., of
the information signal at the input of the radiating

IDT is equal to
_30A eGOLA _1
eﬁamA -1

i=1,2, ..., m. (14)

Pime i = Biime =Foe

In expression (14), it is assumed that the guard
intervals and half slots have the same size A, as it’s
shown in Fig. 1. The reflection coefficient from the
last slot is 1. In all slots are given the “1”. Tag code

identification is carried out at the receiving a data
packet with size n time = n/M, where M is the num-
ber of simultaneously polled tags in the interrogat-
ed area.

For frequency anti-collision algorithm with op-
timized reflection coefficients, the power Py, ; of
the information signal at the input of the radiating
IDT is equal to

B e—3aA e6OLA -1
M eﬁocmA 1 :
i=1,2,..,m. (15)

Pfreq i~ Pfreq =

The tag replies on the corresponding interroga-
tion signal only. But identifications occurs when
data packet n freq = n.

For time-frequency anti-collision algorithm the
power expressed as

—-30A
Bye 3a e*ﬁa(ifl)

A,
Ptime-freq i~ M ,i=1,2, ..., m, (16)

here all Piimefreq i 18 different, the reflected signal
with the lowest power comes from the last slot. The
identifications occurs when data packet has a size
n time-freq = n freq = n.

At the inputs of the transceiver detectors, the
signal-to-noise ratio p? is respectively equal:

— for the time algorithm

p%ime = Gg time/cgz = PtimeiR/Ggl =P R/G%;

time
— for the frequency algorithm
p%req = G% freq/cgz = Pfreq i R/G% = Pfreq R/G?l;
— for time-frequency anti-collision algorithm
p%ime—freq iT (Gs time-freq i)/cjn)2 = Ptime—freq i R/G?z’

where R — path loss (or path attenuation)
coefficient [31]. The functions P, ,;...("), P.;, freq(r),
P, ¢ timefreg(T)» Where r = Py/c% — probabilities of
correct tag identification, calculated in (11), are
shown in the Fig. 3, a—d.

The calculations were performed for the follow-
ing values of the parameters of anti-collision al-
gorithms: slots number m = 4; tags number placed
in the interrogation area M =4; false alarms for
tag Py, ;= 1072, 1074, 1076, 1078; number of tag
polls ntime=38, n=n freq=n time-freq = 32; digi-
tal comparators thresholds ktime=4, kE=Fk freq=
=k time-freq="T; path attenuation between two
neighboring reflectors taken as 20 dB.

These functions show that P, , remaining low in
the case of using specific values of the algorithms
and detectors coefficients and also, increasing re-
sponse signal power. To increase the probability of
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B Fig. 3. Probabilities of correct tag identification P, , ,;,..(7), P, freg n, P, time,freq(r) for P, = 1072 (a); 1074 (b);

1076 (c); 1078 (d)

correct identification of tags, in such cases, it is
necessary to accumulate packets of response sig-
nals. With the accumulation of N pulse packets,
the probability of correct identification is equal to
P, oaer =1 — @ = P, )V, tends to the “1” value for
all three algorithms with any false alarm P, , < 1.

Conclusion

Analysis of the three algorithms for anti-colli-
sion processing of response signals from RFID tags
shows, that time-frequency algorithm has the high-
est probability of correctly identifying tag codes for
all mathematical models of tags, their polling condi-
tions, identification algorithms, interference charac-
teristics, and response information signals. The time
and frequency algorithms are approximately equiv-
alent in the probability of correct identification, but
both are given a way to the time-frequency algorithm.
These conclusions correspond with the physical con-
cepts. Despite the rather significant differences in
the parameters of the time and frequency processing

algorithms and the differences in the observation
conditions for the radio signals of the tags, the total
energy of the received signals for these algorithms
is approximately the same. For the time-frequency
algorithm, the signal energy is higher, but the total
increase of the correct tag identification probability
is not proportional to the increase in energy due to
the fact that, due to the specificity of this algorithm,
there is no possibility to optimize the topology of the
tags and, consequently, optimize its parameters. The
above analysis of algorithms is easily summarized
with other types of interference and information sig-
nals, which differ from normal noise and rapidly fluc-
tuating packets of the radio signal pulses. However,
with more complex models of interference and sig-
nals, the characteristics of the algorithms in the form
of simple analytical expressions cannot be obtained.

For this reason, only numerical analysis is possible,

which makes research much more difficult. Despite
the above fact the qualitative conclusions regarding

the algorithms given above remain valid.

All of the three considered anti-collision algo-
rithms suggest some modification of the tag topol-
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ogy for the getting an individual object ID. It goes
beyond the scope of the present research but we in-
cluded some references to the patents and papers
showing the possibility of implementing such tasks.
In addition, the complexity of the polling devic-
es for the time and frequency algorithms is about

the same, and for the time-frequency — the polling
device It’s a big task, but not as unattainable as it
would seem. The advantages of the time-frequency
anti-collision algorithm are due to the complexity
of its structure in processing the received RFID
tags information response signals.
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ITocTaHOBKA MIPOGJIEMBI: IIPY NCIIOIb30BAHNN AKYCTOJIEKTPOHHBIX YCTPONCTB AJIA N3MEPeHHUA (PUBNIECKUX BeJIMYNH, TAKNX KaK JAaB-
JIeHUe, TeMIIepaTypa, CHJa CiKaTusd, HAIPAKeHHUe U T. [., BOBHUKAeT pobieMa KOJJIN3UY NH(POPMAIMOHHEBIX CUTHAJIOB, KOTOPbIE IIOJIY-
YEHBI IPU OIIPOCE AKYCTOAIEKTPOHHEIX yeTpoiicTB. IIpo6Gema BbI3BaHA T€PEKPHITHEM OTBETHBIX PAJUOCUTHAJIOB YCTPOUCTB BO BpeMeHU,
YTO fieJIaeT HEBO3MOKHBIM HU OIpeJesieHre NHAUBUAYAJIbHOTO KO/a YCTPOMCTBA, HU CYUTHIBaHME MHMOPMAIUU C HETO 00 M3MepAaeMOoit
¢usuueckoii BeruunHe. lleab: aHaIN3 aHTUKOJIINSUINOHHBIX aJITOPUTMOB OOHAPYKEHUA U UACHTU(PUKAIINN KOLOB PaJUOYACTOTHBIX
METOK II0 OTBETHHIM HMH()OPMAIMOHHBIM CUTI'HAJIAM aKyCTOdJIEKTPOHHBIX YCTPONCTB, UCIOJIb3YOMINX METOABI BPEMEHHOI'0, YaCTOTHOI'O
¥ YaCTOTHO-BPEMEHHOTO Pa3ejIeHUA OTBETHBIX PAaJAMOCUTHAIOB. MeTOabI: BEDOATHOCTHBIE METO/IbI PacueTa XapaKTePUCTUK IMUu(pPOBBIX
OobHapyKUTeJel IaueK PaJUoONMIIyIHLCOB IPY 38JaHHBIX 3HAUEHUAX JIOJKHBIX TPEBOT Ha (DOHe HOpMAaJIBbHOIO 6eJI0To IIyMa; MeTOABI ULeH-
THQUKATAY THANBUAYAIBHBIX KOJOBBIX TPYIII IPU yUeTe 3aTyXaHUA aKYCTOAIEKTPUIECKHUX CUTHAJIOB IIPX PACIPOCTPAHEHUY B IIOJI0MK-
K€ METKU C yYEeTOM 3aBUCHUMOCTY 3aTyXaHUA OT TOIIOJIOTUY UCIOJIb3YEMBIX METOK. Pe3ysIbTaThI: TOTyYEeHBI aHAJUTUYECKIE BBIPAYKEHUA
JIJIs1 pacyera BePOATHOCTY IIPABUJILHON HAEHTU(DUKAIINY KOLOB METOK B 3aBUCHMOCTHU OT TOIIOJIOTUH METOK, XapaKTePUCTUK 3aTyXaHU,
crocoba aHTHKOJLINSUIMOHHOM 00paboTKY MHGOPMAIIMOHHBIX PAANOCUTHAIOB U OTHOIIEHUS CUTHAJ/ITYM; PACCUUTAHBI U IPUBELEHbI
COOTBETCTBYIOII[ME KPUBBIE, IO3BOJIAKINNE CPABHUTL JOCTOMHCTBA ¥ HEJOCTATKY PACCMOTPEHHBIX aHTUKOJIINSUIIMOHHBIX METONOB 00-
paboOTKY OTBETHBHIX PAJUOCUTHAIOB AKYCTOAJIEKTPOHHBIX YCTPOHCTB. AHaNN3 rpaduKoOB, JeMOHCTPUPYIOIUX BEePOATHOCTD IPABUILHOM
UAeHTU(PUKAINY, TOKA3aJ, YTO UAeHTU(UKAINOHHbIE METKY C YACTOTHO-BPEeMEHHBIM KOAMPOBAHUEM UMEIOT JIYUIIre COOTHOIIEHUS 110
CPaBHEHUIO C YaCTOTHBIMH M BDEMEHHBIMY METOJaMU IPeJOTBPAIeHNa Koytnauii. IIpakTuyeckass 3SHAUMMOCTE: IIOJTyYeHHBIN Pe3yIbTaT
103BOJIUT 3(pPeKTUBHO OIeHMBATH COCTOSHIE TEXHUUYECKUX 00BEKTOB, UTO B CBOIO OUepeb IIOMOIKET 6yiarofaps CBOeBpeMeHHON nHPOP-
Maluy IPeAyIPeJUTh U N30eIHYTh 9KOJOTHUECKUX U TEeXHOTEHHBIX KaTacTpod.

KiroueBsIe c10Ba — pafimovacToTHAA UACHTU(DUKAIIMOHHAA METKA, IOBEPXHOCTHAA aKyCTUUECKAd BOJIHA, aHTUKOJIJINSHUA, PASU0II0-
Kanusa, 60pTOBbIe PAJUOIOKAIINOHHEIE CTAHIIUY, MHOTOIIO3UIINOHHbBIE PANOJIOKAIIMOHHEIE CTAHIIUY, KOHTPOJIb, BEPOATHOCTE IPABUIBHO-
TO O0HAPYIKEeHUs, JIOKHAA TPeBOra, BePOATHOCTh IPABUJIbHON UAeHTU(MUKAIUY, IUDPOBOH OOHADYIKUTEIb, 3aTyXaHNe, 9KOJIOTUIECKUNA
MOHUTOPUHT, MHOT'OIIOJIOCKOBBIHM OTBETBUTEJb, OTPAKATEIbHBIE PEIIIETKHU.
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